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On-Premises Audio Recording

Comstice offers an audio recording solution for compliance recording, quality
assessments and customer sentiment analysis. The solution also creates transcripts of
the recorded audio and stores on its local database. Users can do a keyword search on
this solution as well as analyse the conversations for new ideas, common complaints
and agent service quality assessments.

Automate Service Quality Assessments

 You can create rules to automate service quality such as whether agent greeted the
customer with name and similar criteria. Each call is checked for the criteria and marked
as one or zero. You can get a report about what percentage of the calls agent answered
the call with her name.

Protect Customer Voice

In the age of AI and voice biometrics, it is very important to store the audio recordings
safely since they can be used for fraud and other illegal activities. Comstice Call
Recording runs on-premises with the full privacy of your network.

Learn from Customer Conversations

Using AI that you can run locally, you can analyse the call transcripts and filter the new
feature requests, product ideas, common complaints and overall customer's position in
the upselling lifecycle. You can try to guess the potential next purchases or possible
cancellations and take actions proactively.

Monitor Real-Time Customer Sentiment

Supervisors can monitor the real-time sentiment, get flagged about any negative
sentiment so that they can start silent monitoring, barge or intercept without the need
from agent to flag up the call.

Real-Time Recommendations for Potential Resolutions

Real-time call transcripts can also be used for querying the knowledge base and
proposing agents potential resolution steps.



Comstice Call Recording Features

On-Premises and Fully Ecnrypted

 Comstice Call Recording solution runs on a Linux VM and can be hosted on-premises.
You can enable encryption on the database as well as the hard drive.

Integrates with CDR data

  Comstice Call Recording integrates with the CDR data of the IP PBXor generates its
own CDR so you can search for the calling number, called number and other
parameters available.

Audio Transcripts

 Comstice Call Recording creates the text transcripts of the calls and stores them in the
local database. Users can do a keyword search to find the calls with specific keywords.

Post-Call Customer Sentiment Analysis 

 Comstice Call Recording has AI-powered analytics module that can analyse the
customer sentiment on each call. This is an optional component since it requires
additional hardware resources and vector database optimisation.

Real-Time Customer Sentiment Analysis

Comstice Call Recording can also transcribe the call audio real-time and alerts the real-
time customer sentiment in a dashboard. Supervisors can silently monitor active calls
with negative sentiment, barge in or intercept if needed.

Real-Time Recommendations to Agents

Call Transcripts can be analyzed and potential resolutions can be pulled from the
knowledge base for the agent.

Draft Knowledge Base Articles

Call transcripts can be used to create a draft knowledge base articles to resolve similar
issues in the future. A narrator can finalise and post the article into the knowledge base.



Integration with Avaya

Comstice Call Recording can integrate with Avaya in two ways;

 Using SIPREC and Comstice SIP SBC
Using Avaya AES and DMCC

Avaya AES and DMCC

 Integration with Avaya AES does not require any design change and relatively quicker.
However, this requires DMCC Basic License and TSAPI Basic License for each agent.

Using SIPREC

 SIP standard includes an audio recording standard called SIPREC. With SIPREC, each
call needs to go through Comstice SIP SBC. Comstice SBC Media module creates a
copy of the audio stream and sends it to the recorder. This solution does not require
Avaya licenses, therefore helps to manage the cost.



Draft Project Plan - Avaya

 Task  Owner

Provide VMs or Docker images  Comstice / Week 1

Upload Comstice OVAs to VMWare or
provide RedHat Server as VM

 Client / Week 1-2

Add Avaya TSAPI and DMCC licenses (or
update the call flow with Comstice SIP
SBC)

 Client / Week 1

 Configure Avaya CDR with Comstice  Client & Comstice / Week 1-2

 Configure Firewall and security
permissions for Comstice solutions

 Client / Week 1-2

Provide the requested information for
SSO integration 

 Client / Week 2-3

 Configure SSO Integration  Comstice / Week 2-3

 Power User and Admin Training Comstice  / Week 3-4

 UAT Comstice  / Week 3-4



Avaya Licenses Required

Below are the Avaya licenses required for this solution;

If AES DMCC based recording is used; Avaya DMCC licences
CMS ODBC licences for CMS database access. (Optional)
ECHI Licences for cradle to grave reports (Optional)



Comstice Audio Recording

Comstice Audio Recording portal helps you to grant access to users with profile-based
restrictions. User can search for each call, filter based on the sentiment, phone numbers
and time intervals.

...

...



Call Transcripts

Comstice Call Recording can create call transcripts for each call. These transcripts can
be used to create draft knowledge base articles to document future resolutions and
they can be recommended to the agents real-time.

...



Technical Infrastructure

Comstice Audio Recording will run as docker containers on a Linux VM. VMWare or
Opeshift/Kubernetes can be used. Minimum two servers are recommended for high
availability;

Name  Qty  RAM  CPU  HDD  OS

 Comstice
Recording
Server

 2  32GB  4xvCPUs 500GB  Ubuntu
20LTS /
Redhat 8/9



Comstice-Hosted Model

Comstice can host the solution on behalf of the customer on its Cloud in a dedicated
and isolated environment. Users can access through weblink provided using their SSO
accounts. 



Comstice-Hosted Model

The hosted    environment is geographically separated. Comstice Cloud servers can
communicate with your telephony environment using dedicated public IP addresses or
site-to-site VPN with the client's hosting environments.

Each hosted server is monitored using multiple applications;

Container Monitoring: Monitors the container performance, activity and the logs
Syslog Monitoring: Analyzes the detailed application logs to report ERROR and
Warning conditions to Comstice Operational Team.

If needed, there are additional security features such as;

 DDoS Attack Prevention Service: Cloud-level extra protection for DDoS attacks
Dynamic Login Page Service: User will access to a frontline page and will request a
login weblink by email. Comstice will provide a temporary weblink to login which will
be valid for 8 hours (configurable). This helps to avoid Comstice application login
pages to be directly accessible in the public Internet.



Support 

What does it cover?
Comstice provides a software maintenance support for the Comstice Call Recording
software. It is a break-fix support.

Standard Support is provided on a 24-hr email response and up to 5 business days fix
basis due to all the dependencies around the solution. It is available in weekdays,
between 4AM-11PM US Eastern.

Priority Support is provided on up to 1-hr response and up to 24 hours fix basis due to
all the dependencies around the solution. This is not guaranteed, however we aim to
resolve 90% of all support queries within this time frame. Priority support is available
24/7 with no additional cost and requires High Availability server.

Support service provided by qualified engineers via email or WebEx. Troubleshooting
steps are performed via Webex.

How to raise a support ticket?
End customer IT personnel or partners can raise a support tickets online from
www.comstice.com/support or by calling Comstice Support Desks from +1-713-929-
3714 or +44 203 051 7796. Alternatively, you can send an email to
support@comstice.com or use webchat feature at comstice.com

http://www.comstice.com/support

